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November 17,2020

National Cooperative Purchasing Alliance
P.0.Box 701273
Houston, TX 77270

RE:  Extreme Networks Response to National Cooperative Purchasing Alliance / Region 14
Educational Service Center Request for Wireless Solutions, Solicitation Number: 30-20

Dear Sir or Madam,

On behalf of Extreme Networks, Inc. (Extreme), it is our pleasure to present the enclosed response
to National Cooperative Purchasing Alliance / Region 14 Educational Service Center Request for
Wireless Solutions, Solicitation Number: 30-20.

Extreme makes connecting simple and easy with effortless networking experiences that enable
government agencies to advance how we live, work, and share. We push the boundaries of
technology leveraging the powers of machine learning, artificial intelligence, analytics, and
automation. With a culture of agility, we anticipate the needs of federal, state, and local government
agencies as they develop. Over 4,000 government customers globally trust our end-to-end, cloud-
driven networking solutions and rely on our top-rated services and support to accelerate their
digital transformations.

By partnering with Extreme, the National Cooperative Purchasing Alliance / Region 14 Educational
Service Center will receive the highest quality products, the best customer care in the industry, and
an ease of doing business that will support public agencies’ technology needs.

Extreme’s solution meets and exceeds all of National Cooperative Purchasing Alliance / Region 14
Educational Service Center’s requirements. The enclosed response includes the following:
» Tab 1 - Master Agreement / Signature Form

Tab 2 - NCPA Administration Agreement

Tab 3 - Vendor Questionnaire

Tab 4 - Vendor Profile

Tab 5 - Products and Services / Scope

Tab 6 - References

Tab 7 - Pricing (in excel format)

Tab 8 - Value Added Products and Services

Tab 9 - Required Documents

Attachments

YVYVVYYVYYYVY

We appreciate the time invested in review of this response and look forward to a long, successful
partnership between National Cooperative Purchasing Alliance / Region 14 Educational Service
Center and Extreme. Should any questions arise as a result of our submission, please feel free to
contact me at either (603) 952-5221 or extremenetworks.com.
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Tab 2 - NCPA Administration Agreement

This Administration Agreement is made as of December 8, 2020 , by and between National Cooperative
Purchasing Alliance (“NCPA”) and Extreme Networks, Inc.(“Vendor”).

Recitals

WHEREAS, Region 14 ESC has entered into a certain Master Agreement dated _December 8, 2020,
referenced as Contract Number 01-112 , by and between Region 14 ESC and Vendor, as may be
amended from time to time in accordance with the terms thereof (the “Master Agreement”), for the purchase of
Wireless Solutions;

WHEREAS, said Master Agreement provides that any state, city, special district, local government, school
district, private K-12 school, technical or vocational school, higher education institution, other government agency or
nonprofit organization (hereinafter referred to as “public agency” or collectively, “public agencies”) may purchase
products and services at the prices indicated in the Master Agreement;

WHEREAS, NCPA has the administrative and legal capacity to administer purchases under the Master
Agreement to public agencies;

WHEREAS, NCPA serves as the administrative agent for Region 14 ESC in connection with other master
agreements offered by NCPA

WHEREAS, Region 14 ESC desires NCPA to proceed with administration of the Master Agreement; WHEREAS,
NCPA and Vendor desire to enter into this Agreement to make available the Master Agreement to public agencies on a
national basis;

NOW, THEREFORE, in consideration of the payments to be made hereunder and the mutual covenants
contained in this Agreement, NCPA and Vendor hereby agree as follows:

General Terms and Conditions

» The Master Agreement, attached hereto as Tab 1 and incorporated herein by reference as though fully
set forth herein, and the terms and conditions contained therein shall apply to this Agreement except as
expressly changed or modified by this Agreement.

» NCPA shall be afforded all of the rights, privileges and indemnifications afforded to Region 14 ESC under
the Master Agreement, and such rights, privileges and indemnifications shall accrue and apply with
equal effect to NCPA under this Agreement including, but not limited to, the Vendor’s obligation to
provide appropriate insurance and certain indemnifications to Region 14 ESC.

» Vendor shall perform all duties, responsibilities and obligations required under the Master Agreement
in the time and manner specified by the Master Agreement.
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NCPA shall perform all of its duties, responsibilities, and obligations as administrator of purchases under
the Master Agreement as set forth herein, and Vendor acknowledges that NCPA shall act in the capacity
of administrator of purchases under the Master Agreement.

With respect to any purchases made by Region 14 ESC or any Public Agency pursuant to the Master
Agreement, NCPA (a) shall not be construed as a dealer, re-marketer, representative, partner, or agent of
any type of Vendor, Region 14 ESC, or such Public Agency, (b) shall not be obligated, liable or
responsible (i) for any orders made by Region 14 ESC, any Public Agency or any employee of Region 14
ESC or Public Agency under the Master Agreement, or (ii) for any payments required to be made with
respect to such order, and (c) shall not be obligated, liable or responsible for any failure by the Public
Agency to (i) comply with procedures or requirements of applicable law, or (ii) obtain the due
authorization and approval necessary to purchase under the Master Agreement. NCPA makes no
representations or guaranties with respect to any minimum purchases required to be made by Region
14 ESC, any Public Agency, or any employee of Region 14 ESC or Public Agency under this Agreement or
the Master Agreement.

The Public Agency participating in the NCPA contract and Vendor may enter into a separate
supplemental agreement to further define the level of service requirements over and above the
minimum defined in this contract i.e. invoice requirements, ordering requirements, specialized delivery,
etc. Any supplemental agreement developed as a result of this contract is exclusively between the Public
Agency and Vendor. NCPA, its agents, members and employees shall not be made party to any claim for
breach of such agreement.

RESPONSE: Read, understand and comply.

Term of Agreement

>

This Agreement shall be in effect so long as the Master Agreement remains in effect, provided, however,
that the obligation to pay all amounts owed by Vendor to NCPA through the termination of this
Agreement and all indemnifications afforded by Vendor to NCPA shall survive the term of this
Agreement.

RESPONSE: Read, understand and comply.

Fees and Reporting

>

The awarded vendor shall electronically provide NCPA with a detailed quarterly report showing the
dollar volume of all sales under the contract for the previous quarter. Reports are due on the fifteenth
(15th) day after the close of the previous quarter. It is the responsibility of the awarded vendor to collect
and compile all sales under the contract from participating members and submit one (1) report. The
report shall include at least the following information as listed in the example below:

Entity Name Zip Code State PO or Job # Sale Amount

Total

RESPONSE: Read, understand and comply.
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» Each quarter NCPA will invoice the vendor based on the total of sale amount(s) reported. From the
invoice the vendor shall pay to NCPA an administrative fee based upon the tiered fee schedule below.
Vendor’s annual sales shall be measured on a calendar year basis. Deadline for term of payment will be
included in the invoice NCPA provides.

Annual Sales Through Contract Administrative Fee
0 -$30,000,000 2%
$30,000,001 - $50,000,000 1.5%
$50,000,001+ 1%

RESPONSE: Read, understand and comply.

» Supplier shall maintain an accounting of all purchases made by Public Agencies under the Master
Agreement. NCPA and Region 14 ESC reserve the right to audit the accounting for a period of four (4)
years from the date NCPA receives the accounting. In the event of such an audit, the requested materials
shall be provided at the location designated by Region 14 ESC or NCPA. In the event such audit reveals
an under reporting of Contract Sales and a resulting underpayment of administrative fees, Vendor shall
promptly pay NCPA the amount of such underpayment, together with interest on such amount and shall
be obligated to reimburse NCPA'’s costs and expenses for such audit.

RESPONSE: Read, understand and comply.

General Provisions

» This Agreement supersedes any and all other agreements, either oral or in writing, between the parties hereto
with respect to the subject matter hereof, and no other agreement, statement, or promise relating to the subject
matter of this Agreement which is not contained herein shall be valid or binding.

» Awarded vendor agrees to allow NCPA to use their name and logo within website, marketing materials and
advertisement. Any use of NCPA name and logo or any form of publicity regarding this contract by awarded
vendor must have prior approval from NCPA.

» If any action at law or in equity is brought to enforce or interpret the provisions of this Agreement or to recover
any administrative fee and accrued interest, the prevailing party shall be entitled to reasonable attorney’s fees
and costs in addition to any other relief to which such party may be entitled.

» Neither this Agreement nor any rights or obligations hereunder shall be assignable by Vendor without prior
written consent of NCPA, provided, however, that the Vendor may, without such written consent, assign this
Agreement and its rights and delegate its obligations hereunder in connection with the transfer or sale of all or
substantially all of its assets or business related to this Agreement, or in the event of its merger, consolidation,
change in control or similar transaction. Any permitted assignee shall assume all assigned obligations of its
assignor under this Agreement.

» This Agreement and NCPA'’s rights and obligations hereunder may be assigned at NCPA’s sole discretion, to an
existing or newly established legal entity that has the authority and capacity to perform NCPA'’s obligations
hereunder

» All written communications given hereunder shall be delivered to the addresses as set forth below.

RESPONSE: Read, understand and comply.






DocuSign Envelope ID: 1BOE1A3B-985F-4609-9CB3-961CF12C28B9

Tab 3 - Vendor Questionnaire

Please provide responses to the following questions that address your company’s operations,
organization, structure, and processes for providing products and services.

States Covered

» Bidder must indicate any and all states where products and services can be offered.
» Please indicate the price co-efficient for each state if it varies.

50 States and District of Columbia (Selecting this box is equal to checking all boxes below)

[ ] Alabama ] Maryland [ ] South Carolina

[_] Alaska [_] Massachusetts [_] South Dakota

|:| Arizona |:| Michigan |:| Tennessee

|:| Arkansas |:| Minnesota |:| Texas

[ ] california [] Mississippi [ ] Utah

[ ] Colorado [ ] Missouri [ ] Vermont

|:| Connecticut |:| Montana |:| Virginia

|:| Delaware |:| Nebraska |:| Washington

|:| District of Columbia |:| Nevada |:| West Virginia

[] Florida [] New Hampshi@ Wisconsin
|:| Georgia |:| New Jersey |:| Wyoming
|:| Hawaii |:| New Mexico

[] Idaho [] New York

[] [llinois [] North Carolina

[] Indiana [] North Dakota

|:| lowa |:| Ohio

|:| Kansas |:| Oklahoma

[] Kentucky [] Oregon
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D Louisiana D Pennsylvania
[] Maine [] Rhode Island

[] All US Territories and Outlying Areas (Selecting this box is equal to checking all boxes

below)
American Somoa Northern Marina Islands
Federated States of Micronesia Puerto Rico
Guam U.S. Virgin Islands

Midway Islands

Minority and Women Business Enterprise (MWBE) and HUB Participation

» Itis the policy of some entities participating in NCPA to involve minority and women business
enterprises (MWBE) and historically underutilized businesses (HUB) in the purchase of goods
and services. Respondents shall indicate below whether or not they are an M/WBE or HUB
certified.

» Minority / Women Business Enterprise

* Respondent Certifies that this firm is a M/WBE
» Historically Underutilized Business

* Respondent Certifies that this firm is a HUB

RESPONSE: Not applicable.

Residency

» Responding Company’s principal place of business is in the city of San Jose, State of CA

Felony Conviction Notice

» Please Check Applicable Box;

A publicly held corporation; therefore, this reporting requirement is not
applicable

[J Is not owned or operated by anyone who has been convicted of a felony

[ Is owned or operated by the following individual(s) who has/have been
convicted of a felony

» Ifthe 3rd box is checked, a detailed explanation of the names and convictions must be attached.
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Email: mswierk@extremenetworks.com
» Sales and Marketing

Contact Person: Lauren Farah

Title: Industry Marketing Manager

Company: Extreme Networks, Inc.

Address: 6480 Via Del Oro

City: San Jose

State: CA

Zip: 95119

Phone: 603-952-5055

Email: Ifarah@extremenetworks.com

Pricing Information MS

» In addition to the current typical unit pricing furnished herein, the Vendor agrees to offer all
future product introductions at prices that are proportionate to Contract Pricing.
» If answer is no, attach a statement detailing how pricing for NCPA participants would be
calculated for future product introductions.

Yes X No (J

\

Pricing submitted includes the required NCPA administrative fee. The NCPA fee is calculated
based on the invoice price to the customer.

Yes X No [
» Vendor will provide additional discounts for purchase of a guaranteed quantity.
Yes J No X

RESPONSE: Extreme utilizes authorized resellers who sell to end customers. Additional discounts
will be provided on a case by case basis for a combination of factors such as competitive scenarios,
volumes, etc. to be determined at the time of a specific customer project.

Cooperatives
» List any other cooperative or state contracts currently held or in the process of securing.

Yes X No (O

RESPONSE: We respectfully request the following information be redacted from public view
and posting on NCPA’s awarded contract webpage.
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Tab 4 - Vendor Profile

Please provide the following information about your company:

Company’s official registered name.

RESPONSE: Extreme Networks, Inc.

Brief history of your company, including the year it was established.

RESPONSE: Extreme Networks, Inc. (EXTR) is a technology innovator committed to making
networking effortless — advancing how we live, work, and share. Extreme pushes the boundaries of
technology leveraging the powers of machine learning, artificial intelligence, analytics, and
automation.

Founded in 1996, Extreme has close to 25 years of experience in the networking industry. With a
culture of agility and innovation - from building the very first Gigabit Ethernet switch to delivering
the first and only cloud-driven end-to-end enterprise networking solution — Extreme has a history
of anticipating the evolving needs of our clients. Recommended as a Leader by Gartner, Extreme is
always looking forward, advancing.

Since 1996, Extreme has been pushing the boundaries of networking technology. Extreme is
continually looking to exceed and expand our innovations through intelligent technology
development and acquisitions. Extreme monitors our customers’ needs and market direction to
assess opportunities for growth and to serve our customers and partners with leading solutions.
Extreme has over 20 years of experience in networking and is the largest end-to-end networking
company that is only in the networking business. This means the company is totally focused on
delivering leading network solutions and software to the Enterprise customer. All R&D spend is
dedicated to that goal.
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Company’s Dun & Bradstreet (D&B) number.
RESPONSE: 96-016-2576

Company’s organizational chart of those individuals that would be involved in the contract.

RESPONSE: Extreme is more than just another networking company. Unlike any other provider,
Extreme's dedicated and passionate team goes to extreme lengths to support customers,
understand their challenges, and help ensure their success. One point which further differentiates
Extreme as a business partner is Extreme's high-touch sales and support model. Extreme believes
in close involvement in all aspects of supporting customers - from designing to implementing to
supporting customers on an on-going basis. This hands-on approach is truly unique for a
manufacturer and will benefit NCPA’s purchasing entities.

Together, our teams have unparalleled experience in the networking industry. NCPA purchasing
entities will be supported by dedicated account teams across the Northeast, Southeast, Central and
West regions. Assistance is just a phone call away, as customers can simply pick up the phone and
contact one of Extreme’s authorized NCPA approved partners and/or Extreme’s local account team
at any time. Extreme also has a dedicated SLED business operations team who will work alongside
the local account team to ensure the success of technology upgrades and help support all aspects of
customer fulfillment.

NCPA purchasing entities will be supported by the following team:

David Savage - Senior Director of Sales

Holly O’Gara, Regional Director - Northeast
Gregory Bleaux, Account Executive
Stephen Casalino, Account Executive
Joe Kekejian, Account Executive
Kevin Kees, Account Executive

Chad White, Account Executive

Jeff Willett, Account Executive

Brian Forman, Account Executive
Nicholas Martino, Account Executive
Jeff Wise, Account Executive

Scott Kephart, Account Executive

Glenn Mitchell, Account Executive
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Jamie Roxburgh, Sr. Manager Technical Support
Sharon Auby, Sr. Manager Technical Support
Pete Gaydosh, Sr. Manager Technical Support
Brian Stokes, Sr. Manager Technical Support

Customers will also be backed by the best customer service in the industry. One of the major
differentiators of Extreme is their 100% in-sourced, award-winning Global Technical Support
Center (GTAC), which provides 24x7 access to reliable technical help. Extreme's GTAC has a
tenured staff with many years of industry experience. Extreme’s customer support solution is also
held in high regard by third party analysts, including Gartner, IDC, Forrester, and Gartner Peer
Insights. In fact, Extreme has the top ranked support services in the industry.

Corporate office location.

» List the number of sales and services offices for states being bid in solicitation.
» List the names of key contacts at each with title, address, phone and e-mail address.

RESPONSE:

Corporate headquarters
6480 Via Del Oro
San Jose, CA951109.

Additional corporate offices:
9 Northeastern Boulevard
Salem, NH 03079

+1 888-257-3000

2121 RDU Center Drive
Morrisville, NC 27560
+1919-884-3200

The main point of contacts for this contract will be:
Michael Swierk, Sales operations Analyst (contract administration, sales reporting, etc.)
Phone: 603-952-5221

Email: mswierks@extremenetworks.com

Elizabeth Scandizzo, Sr. Contracts Manager (contract terms, contract negotiation)
Phone: 408-579-3436
Email: Iscandizzo@extremenetworks.com

Additional key contacts include:

David Savage, Senior Director of Sales — North America
Phone: 414-507-2876

Email: dsavage@extremenetworks.com
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playbook, and within cross-functional meetings. In addition, Extreme will conduct training
seminars for our sales teams and authorized partners for a range of topics including but not limited
to: use cases, pricing, contractual obligations, rules and guidelines for selling under the agreement.

Describe your firm'’s capabilities and functionality of your on-line catalog / ordering website.

RESPONSE: Extreme utilizes a network of authorized resellers to sell our solutions. Extreme will
create a website to include a list of approved authorized resellers with main contacts identified for
ordering. The website will also include our full product catalog available for purchase under the
NCPA agreement.

Describe your company’s Customer Service Department (hours of operation, number of service
centers, etc.) MS

RESPONSE: NCPA can rest assured knowing that one of the industry’s best support organizations is
available to support customers. Rated #1 in support, Extreme is a true services partner that has
customers covered for all their service and support needs.

Extreme offers a 100% in-sourced, award-winning Global Technical Support Center (GTAC)
providing 24x7 access to reliable technical help, comprehensive maintenance offerings that let you
choose the exact level of service ideal for your organization.

Extreme Networks provides a global 24x7 follow the sun methodology to deliver our GTAC. Typical
business working hours of 9AM-5PM are covered from within the United States, where our US
based Technical Assistance Centers are primarily located in New Hampshire, North Carolina, and
California. Calls into our GTAC outside of typical first shift business working hours are covered by
qualified personnel in both Asia and Europe. Working alongside our GTAC we do have a dedicated
team in India to process all RMA hardware replacement requests. Similarly, we have dedicated
team in Malaysia that works with the GTAC to process all licensing requests as well. All GTAC
support is provided by Extreme insourced employees and is not outsourced to third party support
vendors, which provides significant advantages to our customers.

Green Initiatives

» As our business grows, we want to make sure we minimize our impact on the Earth’s climate.
We are taking every step we can to implement innovative and responsible environmental
practices throughout NCPA to reduce our carbon footprint, reduce waste, energy conservation,
ensure efficient computing and much more. To that effort we ask respondents to provide their
companies environmental policy and/or green initiative.

RESPONSE: Extreme champions developing innovative, energy-saving technology that does not
compromise operating performance and functionality. Extreme’s goal is to develop products
that are innovative, use environmentally friendly materials, and reduce energy consumption.
Product efficiency is at the forefront of Extreme’s solutions, with consideration beginning at
initial development and continuing throughout the design cycle. For example:
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»> Our switching products are small form factor 1U switches for reduced power consumption.

> Extreme uses the latest ASICs when possible in designs, which follow an ever-improving
power consumption curve with the latest process technology.

» Extreme’s ERS switch family and select VSP switches support Extreme Energy Saver to
reduce network infrastructure power consumption without impacting network
connectivity. The feature automatically decreases port speed and deactivates PoE on switch
ports based on a pre-set schedule.

> Extreme’s products leverage newer power subsystems to improve efficiency, for both
AC/DC and DC/DC supplies. This reduces the electricity required to operate the system as
well as the cooling required in the data center.

> Extreme offers a variety of switches supporting IEEE 802.3az Energy Efficient Ethernet
(EEE) to reduce power consumption on the switch. To save energy during gaps in the data
stream, EEE uses a signaling protocol that allows a transmitter to indicate the data gap and
to allow the link to go idle. This signaling protocol is also used to indicate that the link needs
to resume.

> Extreme’s wireless access points support WMM Powersave (U-APSD).

> Extreme conducts operations in an environmentally responsible manner which includes
leveraging recycled material in their products and following the OECD guidelines for
Conflict minerals and requiring suppliers to source from approved sources. Key initiatives
include:

= Extreme’s product design process incorporates tactics to reduce environmental
impact and complement sustainability, as such, our suppliers choose materials and
processes to ensure ease of recyclability at the end of the products life cycle.
= Extreme requires it suppliers/vendors to maintain ISO 14001 certification.
= Extreme Products are all shipped in packaging which is properly identified with the
appropriate global recycling marks and are also easily recycled or reusable
packaging.
= To help prevent un-needed and unused power cords ending up in the world’s
landfills Extreme has chosen to no longer automatically include power cords with
most of our products. Customers that wish to have power cords supplied simply
need to specify a Power Cord on their purchase order. This gives the customer the
flexibility to choose the appropriate cord for their installation and country and
reduces unnecessary waste.
= Extreme utilizes a paperless voucher and licensing system. All customers receive
software license entitlements via email. Besides ensuring that only necessary
hardcopies of documents are printed, other benefits include: No loss of paperwork
with the Entitlement IDs through theft, misplacement, or accidental destruction and
license entitlements can easily be rerouted to a new individual when personnel
changes occur.
= Extreme offers sustainability programs include recycling and waste reduction at our
corporate sites. Ongoing programs include Electric Vehicle charging stations and
transportation sharing.
= Extreme is dedicated to environmental responsibility and complies with the
following environmental regulations:
= 2011/65/as amended EU European reduction of Hazardous substances
(RoHS)
= 2012/19/EU as amended, waste of electrical and electronic equipment
(WEEE)
= ECNo0.1907/2006 as amended, registration, evaluation, authorization and
restriction of chemicals (REACH)
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services our customers want and need. An important aspect of meeting these needs is Extreme’s
Supplier Diversity Program. This program, which is aligned with best practices established by the
National Minority Supplier Development Council (NMSDC) and the Institute for Supply Management
(ISM), provides companies at least 51% owned and operated by minorities, women, veterans, and
people with disabilities, equal footing to effectively work with Extreme while at the same time
growing their own businesses.

Extreme partners with leading organizations in business diversity to continually identify and reach
potential diverse suppliers. These partnerships include the National Minority Supplier Development
Council (NMSDC), Women’s Business Enterprise National Council (WBENC), NAACP, Urban League
of the Bay Area(CA)/ Central Carolinas(NC), the National Veteran Business Development Council
(NVBDC), and the Women'’s Business Exchange Group amongst others.

As new suppliers, subcontractors, and service providers join Extreme’s supply base they populate a
Supplier Information Form which includes a business classification survey. The suppliers are then
setup with profiles in Extreme’s ERP System. This then allows Extreme to monitor their financial
outreach with diverse businesses either as a whole or slices of a pie based on diverse classifications.
As well, this enables Extreme to track trends and metrics on diverse supplier onboarding and spend,
as well as set goals each year for the growth of our Supplier Diversity Program. Extreme’s Supply
Chain Department personnel regularly attend Supplier Diversity conferences and summits to learn
best practices that other organizations have installed, share Extreme’s success as well, and stay
current on initiatives and developments in the supplier diversity arena.

By working with diverse suppliers, Extreme provides opportunities for significant growth and
development to diverse businesses. Extreme offers a broader assortment of products, both
commercially available as well as customized, to our customers at the best possible values, and
Extreme contributes to the economic well-being of the communities we serve.



DocusSign Envelope ID: 1BOE1A3B-985F-4609-9CB3-961CF12C28B9

F= Extreme

networks

Tab 5 - Product and Services / Scope

Respondent shall perform and provide these products and/or services under the terms of this
agreement. The supplier shall assist the end user with making a determination of their individual
needs.

The following is a list of suggested (but not limited to) categories. List all categories along with
manufacturer that you are responding with:

RESPONSE: Extreme is a leader in providing end-to-end networking solutions for enterprise (K-12,
higher education, healthcare, retail, manufacturing, etc.), data center, and service provider
customers. Providing a combined end-to-end solution from the Internet of Things (IoT) edge to the
cloud, Extreme designs, develops, and manufactures wired and wireless network infrastructure
equipment as well as designs and develops a leading cloud networking platform and application
portfolio using cloud management, machine learning, and artificial intelligence to deliver network
policy, analytics, security, and access controls. Extreme is a networking solutions company, but
what really differentiates us is how we go above and beyond for our clients.

To help maximize the effectiveness of your network and achieve maximum ROI, Extreme offers a
100% in-sourced, award-winning Global Technical Support Center (GTAC) providing 24x7 access to
reliable technical help, comprehensive maintenance offerings that let you choose the exact level of
service ideal for your organization. Support options include Premier Support, specialized, high
quality Managed Services, as well as full Professional Services for successful implementations
onsite, and multiple training and certification offerings including free eLearning courses.

Extreme has responded with solutions that meets and exceeds all of the technology requirements
for the applicable categories identified below.

» Technologies
*  Wireless Array
* WiBB: Licensed, unlicensed and MESH
* Data collection, RFID and printers
* Indoor WLAN, networking and VoIP
= [P Video surveillance /security solutions
* Mobile and Rugged Computing
= Accessories
=  Power Options
* Mounting Kits
* Enclosures
RESPONSE: Extreme is focused on delivering cloud-driven end-to-end networking and
software solutions - from wireless and wired access technologies, through the campus,
core, and into the datacenter. Our technological leadership is based on innovative
switching, routing and wireless products, that can all be fully managed and enhanced by
our end-to-end cloud management architecture. Of the provided list of Technologies,
Extreme offers a complete portfolio of Indoor WLAN and networking solutions, as well
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as associated accessories for their hardware products. Details on the available solutions
are further detailed in the Solutions category below.

> Solutions

=  [Infrastructure

* Switching
* Routing
*  Wireless

RESPONSE: Extreme offers a robust portfolio of network infrastructure products
including switching, routing and wireless equipment. Following provides a brief
overview of the overall Extreme Product Portfolio which fulfills the requirements of the
Infrastructure category.

ExtremeSwitching™

>

Universal Hardware Platforms: Extreme’s newest switching line offers the most
flexible switching family available in the market. The universal hardware
platforms come with a dual-persona capability allowing user choice of the

switch operating system (OS). Either the ExtremeXOS® or VOSS persona can be
enabled. With universal hardware, customers benefit from the ability to purchase a
single hardware platform that can be leveraged across multiple use cases, such as
stackable edge or fabric to the edge using the same hardware. This simplifies
sparing and preserves existing customer operation, while protecting your
investment with the ability to migrate to a different deployment architecture in the
future if desired.

Stackable Switches: Extreme offers a full range of stackable edge switches such as
the complete line of EXOS switches which are built on the ExtremeX0S modular
operating system and includes next-generation Virtual Port Extenders, to the high-
performance, feature-rich ERS line of switches.

Fixed Configuration and Modular Switches: Extreme’s full line of flexible and
expandable fabric enabled VSP switches offer a range of deployment options for the
multi-service access edge to the core.

Data Center Switches: Extreme’s SLX switches leverage event-driven automation
and pervasive visibility to deliver the utmost in intelligent automation.

ExtremeCloud IQ Managed Switches: A majority of Extreme switches can be
managed from ExtremeCloud IQ enabling which enables onboarding, configuration,
monitoring, troubleshooting, reporting, and more.

WAN Access Platform: The ExtremeAccess Platform is a powerful branch solution
that seamlessly extends Extreme Fabric serviced to remote locations.

ExtremeRouting™

>

Routers: Extreme’s Ethernet core and edge routers boost scalability and agility
enabling an increase in programmatic control and traffic visibility. Their highly
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reliable and secure modular chassis, fixed form factor edge routers, and cloud-
managed small to mid-enterprise SDWAN solutions meet the needs of every size
organization.

ExtremeWireless™

>

Access Points: Whether on-premise or cloud-managed Extreme offers a
comprehensive portfolio of Wi-Fi 6 (802.11ax) access point options that support
flexibility of deployment (indoor, outdoor, wall-plate, etc.).

Wireless Appliances: Flexible options are available for hardware and virtual
wireless appliances, as well as private cloud services complemented with simplified
licensing and multiple choices for deployment to support both campus and
distributed environments.

Wireless Security: Extreme AirDefense simplifies the protection monitoring and
compliance of the WLAN. The solution accurately detects wireless vulnerabilities
and unusual network activity with a context-aware multidimensional detection
engine to minimal false positive alarms.

* In-building Systems
= Land Mobile Radio
*  Broadband Solutions

» Services

=  Network Services

* Application Control

= BYOD

*  Security and Access Control

* Management and Automation

* Monitoring, Analytics, Visibility
* Location

* Performance

RESPONSE: Extreme offers an extensive portfolio of software applications that deliver
security and enhanced access control, network monitoring, visibility and application
analytics, as well as network management and automation, and more. All can be
managed, assessed and controlled from a single pane of glass on premises or from the
cloud. Following provides a brief overview of the overall Extreme Application Portfolio
which fulfills the requirements of the Network Services category.

ExtremeApplications™

>

Cloud Management: ExtremeCloud™ IQ delivers cloud-driven end-to-end network
management, intelligence, and assurance from the edge to the data center. The
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solution also includes ExtremeCloud IQ Essentials which provides four key
applications. WIPS, Location services, [oT, and Guest management, enabling
organizations to take advantage of an all-in-one platform for wired and wireless
management, business insights, location tracking, wireless security, seamless [oT
onboarding and guest access, and guest access through a single user interface.

» Management and Orchestration: Extreme Management Center provides
centralized visibility and control with 360-degree view of the entire network —
wired, wireless and data center - for advanced single pane of glass management.

» Security and Identity Control: Extreme offers cloud-managed and on-premise
network vendor agnostic network access control solutions that allow you to deploy
and enforce granular role-based policies across the network — wired and wireless.
As well as offer onboarding of guests and IoT devices easy and securely.

» Analytics and Performance Management: ExtremeAnalytics provides visibility
into application use across the network, empowering IT to boost organizational
efficiency, improve user experience and engagement, optimize application
performance, and protect against malicious or unapproved system use.

» Wireless Security: Extreme AirDefense simplifies the protection monitoring and
compliance of the WLAN. The solution accurately detects wireless vulnerabilities
and unusual network activity with a context-aware multidimensional detection
engine to minimal false positive alarms.

» IoT Device Security: Extreme Defender for [oT solution consists of the Defender
Application (a value-added Application available on the Extreme Campus
Controller), the Defender Adapter (SA20 1) and/or the ExtremeWireless 3912i
Indoor Access Point. The solution provides in-line protection of critical and
potentially vulnerable wired IoT devices.

* Tech Support
RESPONSE: NCPA and public agencies can rest assured knowing that one of the
industry’s best support organizations is behind your network. Rated #1 in support,
Extreme is a true services partner that has you covered for all of your service and
support needs. With Extreme Services, you can always expect a personalized customer
experience that's beyond compare with standard solutions, supported by unparalleled
experts.

Technical support Options

Extreme backs every solution with a passionate user community, a deep
KnowledgeBase, and the industry’s only 100% in-sourced support team.

Online Community Interaction with The Hub - The Hub is a dynamic Extreme
community where you can connect with your peers, get answers to your questions, and
share best practices any time of day, 365 days a year. For more information please see:
https://community.extremenetworks.com/.
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Self-service Access with Searchable KnowledgeBase - The KnowledgeBase enables
you to access the collective technical expertise of Extreme’s entire GTAC team 24x7 by
searching for known solutions to your most challenging issues, all at your convenience.
For more information please see: https://gtacknowledge.extremenetworks.com/.

One-on-One Interaction with GTAC Assisted Support - For urgent, complex, or
confidential concerns, in-house Extreme GTAC Engineers are available 24 hours a day,
365 days a year to provide direct, high-touch support. The GTAC is staffed only by
tenured Extreme employees with an average of ten+ years of experience with Extreme
solutions. Extreme’s GTAC experts are empowered with access to software /hardware
product engineers and developers, and are supported by the infrastructure needed for
the efficient handling of all inquiries. GTAC Engineers work in locations around the
globe to ensure coverage for all time zones and multiple languages. In addition, the
GTAC maintains top-of-the-line technology labs for optimal issue re-creation and fast
answers to complex questions.

You can log a case via Extreme’s Support Portal, email, or contact Extreme GTAC by
phone through Extreme’s Automated Call Distribution (ACD) system. Customers will
connect directly to GTAC Engineers and technical teams responsible for supporting
specific product lines. Extreme’s GTAC offers priority setting of problems and escalation
management, ensuring the appropriate resources within Extreme are utilized to resolve
outstanding technical problems as efficiently as possible. Extreme’s GTAC will create a
case number and manage and track all aspects of the case until it is resolved. Extreme’s
GTAC Engineers are committed to providing you with the best support experience
possible.

Extreme’s priority levels and escalation management response times are as follows:

Service Level Objective:

Restore Time

Case Priority Response Time (software fix or Update Frequency
workaround)
C1: Customer’s network segment or First Available
management application is down or Engineer —
experiencing a consistent, measurable Maximum 15 4 Hours Up to 4 Hours
performance impact with no immediate Minutes
resolution available
C2: Customer’s network is experiencing
intermittent failure or degradation of 1 Hour 1 Day Daily
network or management application.
C3: Customer has issues that do not
affect normal network or management 8 Hours 10 Days 5 Days
application operation and/or questions
concerning product function or use.
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= Engineering
RESPONSE: Whether you're facing a hardware refresh, impending upgrades or the
overwhelming need for new network design, Extreme Networks’ expert consultation
and support can help ensure positive outcomes. When it comes to the implementation
of your networking solution, Extreme Networks is focused on best practices and backed
by unmatched engineering resources enabling you to focus on your most impactful
technology initiatives. In addition, Extreme offers multiple support offerings ensuring
customers can obtain the assistance required to resolve network issues, including
advanced engineering support. If problems arise during the installation, they would be
handled on a case-by-case basis by the Extreme Professional Services team and
escalated accordingly for resolution. If the problem can be mitigated without customer
involvement we will resolve. Problems requiring customer involvement will be
escalated to the customer by the Project Manager, with a suggested resolution. In the
event of a severe case, the Project Manager will involve any and all Extreme staff to
resolve the issue; including the sales staff, Extreme Professional Services senior
management, Extreme Engineering management, Extreme Product Management and
Executive Management.

For post-installation support, the customer would be supported by Extreme’s in-house
GTAC or your Premier Support Contact (if applicable) per your warranty and
maintenance contracts. Extreme’s GTAC offers priority setting of problems and
escalation management, ensuring the appropriate resources within Extreme are utilized
to resolve outstanding technical problems as efficiently as possible. Extreme’s GTAC
Engineers are committed to providing you with the best support experience possible.
Extreme's GTAC is staffed only by tenured Extreme employees with an average of ten+
years of experience with our solutions. Extreme GTAC experts are empowered with
access to software/hardware product engineers and developers, and are supported by
the infrastructure needed for the efficient handling of all inquiries. GTAC Engineers
work in locations around the globe to ensure coverage for all time zones and multiple
languages. In addition, the GTAC maintains top-of-the-line technology labs for optimal
issue re-creation and fast answers to complex questions.

= Staging
RESPONSE: Extreme Professional Services offer a broad range of services to help you
assess, plan, design, implement, and optimize your technology - including staging and
rack/stack services as well as cabling labor services.

= Site Surveys
RESPONSE: Extreme offers a broad range of services to help you assess, plan, design,
implement, and optimize your technology - including site surveys and deployment of
wireless services. Extreme’s site surveys are performed to help customers plan for a
new network installation or upgrade to newer technologies within their infrastructures.

* Installations
RESPONSE: Extreme has the experience and qualifications to tackle all your
Professional Services needs, ensuring superior service delivery and positive outcomes.
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Extreme Professional Services provides a partnership that’s centered on best practices,
delivered by unmatched engineering resources enabling you to focus on your most
impactful technology initiatives.

Extreme offers a broad range of services to help you assess, plan, design, implement,

and optimize your technology. Extreme Professional Services provides access to highly
skilled and experienced networking specialists for all implementation related activities
including consulting, planning and design, assessments, implementation, project
management, and even rack/stack to include cabling labor, if you need it. These services
deliver flexibility, efficiency, and cost savings, so you can select only the type and level of
service you desire for each implementation task. Extreme Professional Services can
greatly simplify the implementation of your network, and accelerate the return on
investment for your solution.

Some examples of where Extreme Professional Services can assist your operations
include:

* Deployment of Bring Your Own Device (BYOD)
» Site surveys and deployment of wireless services
*  Checking and verifying the health of your network and making performance
recommendations
* Deployment of any Extreme solution
*  On-site staff augmentation for varying reasons including but not limited to, large
deployments, new technology implementation and resident engineer expertise
and assistance
Extreme Professional Services helps you maximize your equipment and service
investment by:

* Delivering the right technical expertise and industry best practices only when
and where you need them
* Providing a wide range of Professional Services to augment your current
expertise, enabling your existing resources to focus on your core business
* Enabling you to learn about and explore new technologies and their impact on
your network infrastructure
* Reducing the risk of implementing new technologies
* Reviewing your current network infrastructure and processes and making
performance optimization recommendations
* Discussing your security policies to ensure the right people have access to the
information they need to do their jobs
* Servicing a multitude of technologies including LAN/WAN, VolP, security and
wireless
Logistics
RESPONSE: As a global company, Extreme has an operations team that manages the
end-to-end processes across our business with a primary focus of delivering high
quality services to our customers. The team'’s focus includes same and next business day
RMA options for replacement parts across the U.S. from warehouses located at key
locations, technical support and engineering escalations, as well as product distribution
and supply chain operations.
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= Repair Services
RESPONSE: Extreme offers several options to repair products. Extreme's GTAC is the
point of contact for all RMA requests and will work with customers to ensure the
delivery of replacement parts meets the level of warranty and/or maintenance
entitlements. Extreme’s standard warranties do offer repair services against
manufacturing defects as outlined with our standard warranty policy, while our
maintenance agreements typically enhance these services with additional features or
extend the duration of coverage.

For reference purpose, complete details on all of Extreme’s product warranties can be
found at: http:/ /www.extremenetworks.com/support/policies/#warrantyTag.

Additionally, Extreme’s Warranty Guide can be found at:
http://learn.extremenetworks.com/rs/641-VMV-602 /images/Extreme-Networks-
Product-Warranty.pdf.

Extreme’s comprehensive suite of ExtremeWorks Maintenance Services are available
for around-the-clock, direct support for any network issues that come your way. The
following ExtremeWorks’ options are available:

ExtremeWorks Advanced Hardware Replacement Service

Extreme’s cornerstone product, Advanced Hardware Replacement is designed to
provide mission-critical environments with the support needed to minimize network
downtime - cost effectively. You will receive operating software updates and upgrades
and around-the-clock telephone and web support. You will also benefit from Extreme’s
logistics capabilities providing advanced part replacement offering Next Business Day
and four-hour hardware replacement response times (approved by location).

ExtremeWorks Onsite Service

Onsite Services offers Next Business Day and four-hour hardware replacement response
times with installation by a skilled Field Technician. You will also receive operating
software updates and upgrades and around-the-clock telephone and web support. This
service level helps maximize network uptime and productivity for customers who need
a skilled Field Technician onsite to install the part (approved by location).

ExtremeWorks Return and Replace Service

If you have a non-performing part but a replacement is not time-critical because you
already have your own spare parts or the part is not critical to your network, consider
Extreme’s Return and Replacement offering. This service plan includes 10-business-day
return and replace, 24x7x365 technical support, web support, and operation system
updates and upgrades.

ExtremeWorks Software and GTAC Service

With updates and upgrades offered by ExtremeWorks Software and GTAC you avoid the
expense of purchasing different revision levels, protecting your software investments.
In this basic service package you receive 24x7x365 technical assistance, web support
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and updates and upgrades for operating software (software that is required to operate
and is embedded in a network device; i.e., ExtremeX0S®, WiNG).

ExtremeWorks Software Support Service

With updates and upgrades offered by ExtremeWorks Software Subscription you avoid
the expense of purchasing different revision levels, protecting your software
investments. In this service package you receive 24x7x365 technical support, web
support and updates and upgrades for application software (network management
software that may reside on another network device; i.e., Extreme Management Center).

For more information on Extreme’s maintenance offerings, please visit:
https://www.extremenetworks.com/service/extremeworks-maintenance-services/.

Premier Services

As a supplement to your ExtremeWorks Maintenance agreement, Extreme offers
Premier Services, providing proactive network support - when you need it, where you
need it. When you're running a complex network, having a dedicated Extreme advocate
to support you is key to identifying issues early, monitoring trends, ensuring your
network is operating smoothly, and keeping your team focused on your goals rather
than problem resolution. Whether you need a technical problem solved quickly, have a
pressing question about a new network vulnerability, or there’s a software upgrade on
the horizon, a high-touch resource dedicated to your organization will ensure your
network is always under close care, no matter where you are in the world.

ExtremeWorks Premier Support is a proactive, high-touch service that assists you in
managing your Extreme network environment, providing resources to manage your
day-to-day technical needs, as well as ongoing analysis and recommendations.

With Premier Services, Extreme offers more than just reactive maintenance coverage,
we provide active engagement, discussing Best Practices for your network, assessing
your company’s network demands, and making recommendations on how to maximize
your return on investment. Extreme will work with your team directly, keeping a
watchful eye on your Extreme investment and making recommendations on
improvements to help provide you with the best overall network experience. Premier
Services provides the following benefits:

¢ Expert knowledge at your fingertips - Know you have the responsive networking
expertise you need and take advantage of an engineering knowledge pool with
extensive industry tenure.

e Unburden your staff - Relieve your IT team from the demands of unfamiliar crisis
scenarios and redirect their effort to the projects that align with their talents and
existing skill set.

e Support when you need it - Count on an expert support team. No matter who you talk
with, they're wearing an Extreme badge.

¢ Whiteglove service - Rely on a single point of contact who will expedite your
resolution. When you have a critical problem, your Premier Delivery Manager will work
with you through to resolution.
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v Free Technical Training - Customers have access to free technical video training modules
offered with subtitles in 11 languages

v" Modular Video Content - New self-paced bit-sized learning modules can simply be viewed
as a “how to” learning resource or full course material can be accessed to prepare students
who are looking to become certified in Extreme’s technology

v" Accelerated Path to Certification - New video modules reduce the time required to earn
certifications. You can learn at your own pace, then book two-day lab certification and exam
(cost associated with certification lab/exam)

v Expanded Classroom Training - Extreme offers an expansive choice of fee-based
instructor-led training through a worldwide ecosystem of Authorized Training Partners.
Classes are run in multiple time zones with both virtual and physical class options available.

v Simplified and Free Re-Certification - No more formal recertification exams or costs. All
that is needed to keep your certifications live is to complete a short online refresher module
and test once per year. Recertification is online and free of charge.

To access your personal ExtremeDojo portal using your Extreme ID, please visit

https:// dojo.extremenetworks.com, (A new Extreme Portal account can be created on the sign in
page if needed).

Extreme Certifications

Extreme offers a modular approach to technical certification focused on practical, hands-on
learning developed to supporting and optimizing your network environment. The following
certification program is available:

The Extreme Networks Certified Specialist (ECS) Certification provides networking
professionals with methods to properly configure, deploy, manage and troubleshoot their Extreme
Networks environments. This knowledge is reinforced through applying solid deployment models
and recommended design practices.
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Tab 7 - Pricing

Please submit price list electronically via our online Bonfire portal (pricing can be submitted as
Discount off MSRP, cost plus, etc). Products, services, warranties, etc. should be included in price
list. Prices submitted will be used to establish the extent of a respondent’s products and services
(Tab 5) that are available and also establish pricing per item.

Price lists must contain the following:

>

Y VY

4

Product name and part number (include both manufacturer part number and respondent part
number if different from manufacturers).

Description

Vendor’s List Price

Percent Discount to NCPA participating entities

Not To Exceed Pricing

;

;

NCPA requests pricing be submitted as “not to exceed pricing” for any participating entity.
The awarded vendor can adjust submitted pricing lower but cannot exceed original pricing
submitted for solicitation.

NCPA requests that vendor honor lower pricing for similar size and scope purchases to other
members.

RESPONSE: Read, understand and comply. Extreme has included our price list with Discount
off MSRP per item separately in excel. Additional discounts will be provided on a case by case
basis through Extreme authorized resellers.
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Tab 8 - Value Added Products and Services

Include any additional products and/or services available that vendor currently performs in their
normal course of business that is not included in the scope of the solicitation that you think will
enhance and add value to this contract for Region 14 ESC and all NCPA participating entities.

RESPONSE: Headquartered in San Jose, California, Extreme is a financially strong corporation with
approximately 2,500 employees worldwide and backed by 9,000+ technology partners who share
their vision. Extreme has offered its complete line of available products and services in response to
this solicitation for Region 14 ESC and all NCPA participating entities. Some of the key
differentiators and value add Extreme can offer Region 14 ESC and NCPA participating entities
include:

» ExtremeWorks Managed Services

As network complexity increases, IT departments are seeking performance, availability, and
security with a limited budget. Delivering stable network management at consistent service
levels can seem like a vast undertaking. Extreme Networks Managed Services offers superior
Information Technology Infrastructure Library (ITIL) network service levels, comprehensive
visibility, and eliminates the need to juggle multiple points of outside support. With Extreme’s
Managed Services, you can give back your IT team the time they need to focus on your
organization’s critical initiatives and secure predictable annual network management costs.
Extreme is committed to providing the complete network management support you need, built
on comprehensive wired, wireless, and security expertise.

More Flexible, Lower Cost, More Efficient

Specialized, high quality network Managed Services can provide you with a lower cost
alternative to traditional network management, while saving on staffing and training costs and
increasing flexibility. Using skilled experts to monitor the performance and health of your
network, Extreme Managed Services helps simplify the complexity of today’s networks. This
will enable your IT staff to focus on strategic, revenue-generating tasks that differentiate your
company.

The Choice Is Yours

Extreme provides two Managed Services offerings, depending on your desired level of
engagement: ExtremeWorks MonitoringPLUS and ExtremeWorks ResponsePLUS. If you want to
continue to manage your network’s performance, health, security, and expansion,
MonitoringPLUS provides 24x7x365 monitoring, alerts your IT staff of issues and provides
support in helping you resolve the problem. If Extreme monitors your network performance
and health with ResponsePLUS, we’ll also proactively identify issues and resolve them before
you even notice them and have semiannual reviews to determine your evolving needs,
vulnerabilities, and suggested improvements.
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» Extreme Capital Solutions

Agile, adaptive, and secure network solutions are integral to the success of a customer’s
business. When it comes to acquiring networking products, flexible financial payment plans
make your process smoother, and that’s why in addition to our best-in-class technology
offering, Extreme offers an optional financing program to customers Extreme Capital Solutions
is an industry-leading capital solutions program providing competitive and flexible financing to
customers looking to acquire Extreme solutions. With Extreme Capital Solutions, customers are
able to invest in Extreme's technologies, solutions, and services by bundling hardware,
software, maintenance, and training costs into one, manageable financing plan. This versatile
program allows for increased flexibility, limited investment, and zero long-term commitments.
Extreme Capital Solutions professionals work alongside Extreme's sales teams and partners to
offer customers flexible financing options to acquire Extreme’s technologies. Customers may
access Extreme Capital Solutions directly from Extreme and through Extreme's global partner
network including system integrators, value-added resellers, direct market resellers, and
distribution partners.

Key Features:

= Extreme Network Subscription - This subscription model allows organizations to refresh
their network infrastructure or adjust capacity without needing to purchase equipment,
eliminating fixed-term commitments and enabling customers to conserve their working
capital. Through this model, Extreme customers are able to reevaluate their subscription
and expand, contract, or refresh all or part of the equipment with 60 days' notice, giving the
customer additional flexibility. Without being a lease, subscription allows the payment to be
either OpEx or CapEx. There are no documentation or terminations fees, and there are no
upfront costs as customers can pay as you go on a monthly basis with no payment due
upfront.

= Customized Lease Programs - Personalized lease programs enable organizations to
acquire the equipment they need today while spreading the payments over several fiscal
budgets, giving organizations greater flexibility to upgrade and continue to meet increasing
performance and availability requirements with little cost upfront.

= Total Solution Financing - With Total Solution Financing, organizations can fund Extreme
hardware, software, services, and associated third-party equipment and services, making it
possible for these organizations to fund acquisitions and still retain their cash reserves.

= Technical Support Options - Extreme Capital Solutions can offer financing across all
Extreme Service Level Agreements (SLA), giving organizations the personalized and
proactive support needed for large networking environments.

» Industry’s only cloud-driven, end-to-end enterprise networking vendor
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Y

2020 Gartner Peer Insights Customers’ Choice for Wired and Wireless LAN Access
Infrastructure

2019 Gartner Peer Insights Customers’ Choice for Data Center Networking

Recommended as a Leader by Gartner in the 2020 Gartner Magic Quadrant for Wired and
Wireless LAN Access Infrastructure for third consecutive year

#1 Ranked Service & Support; 100% insourced Service & Support

Extreme is committed to making the next generation of networking easier, faster, and more
secure - delivering enterprise solutions that give customers complete network visibility,
control, and insights to help meet their business objectives. Extreme’s cloud - whether
public, private, or locally hosted - makes network management easier. It enables partners
and customers to manage, automate, and gain intelligence from network technologies and
devices, from the edge to the enterprise data center, leveraging intelligence from machine
learning and assurance from artificial intelligence.

Extreme’s wireless, switching, and routing portfolio provides a broad range of end-to-end
connectivity solutions, utilizing industry-leading technologies to deliver speed, scale,
reliability, and security for all of your users, devices, and applications, no matter where they
are located. And Extreme’s software solutions streamline and automate the management of
their wired and wireless technologies, protect the edge to the data center, fuel business and
IT system integrations, and unlock new insights and analytics.

Extreme also provides a range of professional and managed services, as well as training and
support, to help maximize the effectiveness of your network and achieve maximum ROL.
Extreme’s 100% insourced support team is made of highly trained, tenured experts who are
passionate about helping you get the most out of your technology investment.
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¢ C(lean Air and Water Act / Debarment Notice

¢ Contractors Requirements

¢ Antitrust Certification Statements

¢ Required Clauses for Federal Funds Certifications
¢ Required Clauses for Federal Assistance by FTA

¢ State Notice Addendum
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Clean Air and Water Act & Debarment Notice

I, the Vendor, am in compliance with all applicable standards, orders or regulations issued pursuant to
the Clean Air Act of 1970, as Amended (42 U.S. C. 1857 (h), Section 508 of the Clean Water Act, as
amended (33 U.S.C. 1368), Executive Order 117389 and Environmental Protection Agency Regulation, 40
CFR Part 15 as required under OMB Circular A-102, Attachment O, Paragraph 14 (1) regarding reporting
violations to the grantor agency and to the United States Environment Protection Agency Assistant
Administrator for the Enforcement.

[ hereby further certify that my company has not been debarred, suspended or otherwise ineligible for
participation in Federal Assistance programs under Executive Order 12549, “Debarment and
Suspension”, as described in the Federal Register and Rules and Regulations

Potential Vendor Extreme Networks, Inc.
Print Name Pete Doolittle

Address 6480 Via Del Oro

City, Sate, Zip San Jose, CA 95119

Authorized signature

Date November 17, 2020 | 2:38:29 AM PST
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Contractor Requirements

Contractor Certification
Contractor’s Employment Eligibility

By entering the contract, Contractor warrants compliance with the Federal Immigration and Nationality
Act (FINA), and all other federal and state immigration laws and regulations. The Contractor further
warrants that it is in compliance with the various state statues of the states it is will operate this contract
in.

Participating Government Entities including School Districts may request verification of compliance from
any Contractor or subcontractor performing work under this Contract. These Entities reserve the right to
confirm compliance in accordance with applicable laws.

Should the Participating Entities suspect or find that the Contractor or any of its subcontractors are not in
compliance, they may pursue any and all remedies allowed by law, including, but not limited to:
suspension of work, termination of the Contract for default, and suspension and/or debarment of the
Contractor. All costs necessary to verify compliance are the responsibility of the Contractor.

The offeror complies and maintains compliance with the appropriate statutes which requires compliance
with federal immigration laws by State employers, State contractors and State subcontractors in
accordance with the E-Verify Employee Eligibility Verification Program.

Contractor shall comply with governing board policy of the NCPA Participating entities in which work is being performed
Fingerprint & Background Checks

If required to provide services on school district property at least five (5) times during a month, contractor shall submit a
full set of fingerprints to the school district if requested of each person or employee who may provide such service.
Alternately, the school district may fingerprint those persons or employees. An exception to this requirement may be
made as authorized in Governing Board policy. The district shall conduct a fingerprint check in accordance with the
appropriate state and federal laws of all contractors, subcontractors or vendors and their employees for which
fingerprints are submitted to the district. Contractor, subcontractors, vendors and their employees shall not provide
services on school district properties until authorized by the District.

The offeror shall comply with fingerprinting requirements in accordance with appropriate statutes in the state in which
the work is being performed unless otherwise exempted.

Contractor shall comply with governing board policy in the school district or Participating Entity in which work is being
performed

Business Operations in Sudan, Iran
In accordance with A.R.S. 35-391 and A.R.S. 35-393, the Contractor hereby certifies that the contractor does not have
scrutinized business operations in Sudan and/or Iran.

Authorized signature

Date November 17, 2020 | 2:38:29 AM PST
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Antitrust Certification Statements (Tex. Government Code § 2155.005)

| affirm under penalty of perjury of the laws of the State of Texas that:

(1) ' am duly authorized to execute this contract on my own behalf or on behalf of the company, corporation, firm,

partnership or individual (Company) listed below;

(2) In connection with this bid, neither | nor any representative of the Company has violated any provision of the Texas
Free Enterprise and Antitrust Act, Tex. Bus. & Comm. Code Chapter 15;

(3) In connection with this bid, neither | nor any representative of the Company has violated any federal antitrust law;

and

(4) Neither | nor any representative of the Company has directly or indirectly communicated any of the contents of this
bid to a competitor of the Company or any other company, corporation, firm, partnership or individual engaged in the
same line of business as the Company.

Company name Extreme Networks, Inc.
Address 6480 Via Del Oro
City/State/Zip San Jose, CA 95119
Telephone No. 408-579-2800
Fax No. N/A
Email address contractsadmin@extremenetworks.com
Printed name Pete Doolittle
Position with company SVP Sales

Authorized signature
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Required Clauses for Federal Funds Certifications

Participating Agencies may elect to use federal funds to purchase under the Master Agreement. The following
certifications and provisions may be required and apply when a Participating Agency expends federal funds for any
purchase resulting from this procurement process. Pursuant to 2 C.F.R. § 200.326, all contracts, including small
purchases, awarded by the Participating Agency and the Participating Agency’s subcontractors shall contain the
procurement provisions of Appendix Il to Part 200, as applicable.

APPENDIX 11 TO 2 CFR PART 200

(A) Contracts for more than the simplified acquisition threshold currently set at $150,000, which is the inflation adjusted
amount determined by the Civilian Agency Acquisition Council and the Defense Acquisition Regulations Council
(Councils) as authorized by 41 U.S.C. 1908, must address administrative, contractual, or legal remedies in instances
where contractors violate or breach contract terms, and provide for such sanctions and penalties as appropriate.

(B) Termination for cause and for convenience by the grantee or subgrantee including the manner by which it will be
effected and the basis for settlement. (All contracts in excess of $10,000)

(C) Equal Employment Opportunity. Except as otherwise provided under 41 CFR Part 60, all contracts that meet the
definition of “federally assisted construction contract” in 41 CFR Part 60-1.3 must include the equal opportunity clause
provided under 41 CFR 60-1.4(b), in accordance with Executive Order 11246, “Equal Employment Opportunity” (30 CFR
12319, 12935, 3 CFR Part, 1964-1965 Comp., p. 339), as amended by Executive Order 11375, “Amending Executive Order
11246 Relating to Equal Employment Opportunity,” and implementing regulations at 41 CFR part 60, “Office of Federal
Contract Compliance Programs, Equal Employment Opportunity, Department of Labor.”

Pursuant to Federal Rule (C) above, when a Participating Agency expends federal funds on any federally assisted
construction contract, the equal opportunity clause is incorporated by reference herein.

(D) Davis-Bacon Act, as amended (40 U.S.C. 3141-3148). When required by Federal program legislation, all prime
construction contracts in excess of $2,000 awarded by non-Federal entities must include a provision for compliance with
the Davis-Bacon Act (40 U.S.C. 3141-3144, and 3146-3148) as supplemented by Department of Labor regulations (29 CFR
Part 5, “Labor Standards Provisions Applicable to Contracts Covering Federally Financed and Assisted Construction”). In
accordance with the statute, contractors must be required to pay wages to laborers and mechanics at a rate not less
than the prevailing wages specified in a wage determination made by the Secretary of Labor. In addition, contractors
must be required to pay wages not less than once a week. The non-Federal entity must place a copy of the current
prevailing wage determination issued by the Department of Labor in each solicitation. The decision to award a contract
or subcontract must be conditioned upon the acceptance of the wage determination. The non- Federal entity must
report all suspected or reported violations to the Federal awarding agency. The contracts must also include a provision
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for compliance with the Copeland “Anti-Kickback” Act (40 U.S.C. 3145), as supplemented by Department of Labor
regulations (29 CFR Part 3, “Contractors and Subcontractors on Public Building or Public Work Financed in Whole or in
Part by Loans or Grants from the United States”). The Act provides that each contractor or subrecipient must be
prohibited from inducing, by any means, any person employed in the construction, completion, or repair of public work,
to give up any part of the compensation to which he or she is otherwise entitled. The non-Federal entity must report all
suspected or reported violations to the Federal awarding agency.

(E) Contract Work Hours and Safety Standards Act (40 U.S.C. 3701-3708). Where applicable, all contracts awarded by the
non-Federal entity in excess of $100,000 that involve the employment of mechanics or laborers must include a provision
for compliance with 40 U.S.C. 3702 and 3704, as supplemented by Department of Labor regulations (29 CFR Part 5).
Under 40 U.S.C. 3702 of the Act, each contractor must be required to compute the wages of every mechanic and laborer
on the basis of a standard work week of 40 hours. Work in excess of the standard work week is permissible provided
that the worker is compensated at a rate of not less than one and a half times the basic rate of pay for all hours worked
in excess of 40 hours in the work week. The requirements of 40 U.S.C. 3704 are applicable to construction work and
provide that no laborer or mechanic must be required to work in surroundings or under working conditions which are
unsanitary, hazardous or dangerous. These requirements do not apply to the purchases of supplies or materials or
articles ordinarily available on the open market, or contracts for transportation or transmission of intelligence.

(F) Rights to Inventions Made Under a Contract or Agreement. If the Federal award meets the definition of “funding
agreement” under 37 CFR §401.2 (a) and the recipient or subrecipient wishes to enter into a contract with a small
business firm or nonprofit organization regarding the substitution of parties, assignment or performance of
experimental, developmental, or research work under that “funding agreement,” the recipient or subrecipient must
comply with the requirements of 37 CFR Part 401, “Rights to Inventions Made by Nonprofit Organizations and Small
Business Firms Under Government Grants, Contracts and Cooperative Agreements,” and any implementing regulations
issued by the awarding agency.

(G) Clean Air Act (42 U.S.C. 7401-7671q.) and the Federal Water Pollution Control Act (33 U.S.C. 1251-1387), as
amended— Contracts and subgrants of amounts in excess of $150,000 must contain a provision that requires the non-
Federal award to agree to comply with all applicable standards, orders or regulations issued pursuant to the Clean Air
Act (42 U.S.C. 7401- 7671q) and the Federal Water Pollution Control Act as amended (33 U.S.C. 1251- 1387). Violations
must be reported to the Federal awarding agency and the Regional Office of the Environmental Protection Agency (EPA).

(H) Debarment and Suspension (Executive Orders 12549 and 12689)—A contract award (see 2 CFR 180.220) must not be
made to parties listed on the government wide exclusions in the System for Award Management (SAM), in accordance
with the OMB guidelines at 2 CFR 180 that implement Executive Orders 12549 (3 CFR part 1986 Comp., p. 189) and
12689 (3 CFR part 1989 Comp., p. 235), “Debarment and Suspension.” SAM Exclusions contains the names of parties
debarred, suspended, or otherwise excluded by agencies, as well as parties declared ineligible under statutory or
regulatory authority other than Executive Order 12549.

(1) Byrd Anti-Lobbying Amendment (31 U.S.C. 1352)—Contractors that apply or bid for an award exceeding $100,000
must file the required certification. Each tier certifies to the tier above that it will not and has not used Federal
appropriated funds to pay any person or organization for influencing or attempting to influence an officer or employee
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of any agency, a member of Congress, officer or employee of Congress, or an employee of a member of Congress in
connection with obtaining any Federal contract, grant or any other award covered by 31 U.S.C. 1352. Each tier must also
disclose any lobbying with non-Federal funds that takes place in connection with obtaining any Federal award. Such
disclosures are forwarded from tier to tier up to the non-Federal award.

RECORD RETENTION REQUIREMENTS FOR CONTRACTS INVOLVING FEDERAL FUNDS

When federal funds are expended by Participating Agency for any contract resulting from this procurement process,
offeror certifies that it will comply with the record retention requirements detailed in 2 CFR § 200.333. The offeror
further certifies that offeror will retain all records as required by 2 CFR § 200.333 for a period of three years after
grantees or subgrantees submit final expenditure reports or quarterly or annual financial reports, as applicable, and all
other pending matters are closed.

CERTIFICATION OF COMPLIANCE WITH THE ENERGY POLICY AND CONSERVATION ACT

When Participating Agency expends federal funds for any contract resulting from this procurement process, offeror
certifies that it will comply with the mandatory standards and policies relating to energy efficiency which are contained
in the state energy conservation plan issued in compliance with the Energy Policy and Conservation Act (42 U.S.C. 6321
et seq.; 49 C.F.R. Part 18).

CERTIFICATION OF COMPLIANCE WITH BUY AMERICA PROVISIONS

To the extent purchases are made with Federal Highway Administration, Federal Railroad Administration, or Federal
Transit Administration funds, offeror certifies that its products comply with all applicable provisions of the Buy America
Act and agrees to provide such certification or applicable waiver with respect to specific products to any Participating
Agency upon request. Purchases made in accordance with the Buy America Act must still follow the applicable
procurement rules calling for free and open competition.



DocuSign Envelope ID: 1BOE1A3B-985F-4609-9CB3-961CF12C28B9

Required Clauses for Federal Assistance provided by FTA

ACCESS TO RECORDS AND REPORTS

Contractor agrees to:

a)

Maintain all books, records, accounts and reports required under this Contract for a period of not less
than three (3) years after the date of termination or expiration of this Contract or any extensions thereof
except in the event of litigation or settlement of claims arising from the performance of this Contract, in
which case Contractor agrees to maintain same until Public Agency, the FTA Administrator, the
Comptroller General, or any of their duly authorized representatives, have disposed of all such litigation,
appeals, claims or exceptions related thereto.

Permit any of the foregoing parties to inspect all work, materials, payrolls, and other data and records
with regard to the Project, and to audit the books, records, and accounts with regard to the Project and to
reproduce by any means whatsoever or to copy excerpts and transcriptions as reasonably needed for the
purpose of audit and examination.

FTA does not require the inclusion of these requirements of Article 1.01 in subcontracts. Reference 49 CFR 18.39 (i)(11).

1)

2)

CIVIL RIGHTS / TITLE VI REQUIREMENTS

Non-discrimination. In accordance with Title VI of the Civil Rights Act of 1964, as amended, 42 U.S.C. §
2000d, Section 303 of the Age Discrimination Act of 1975, as amended, 42 U.S.C. § 6102, Section 202 of the
Americans with Disabilities Act of 1990, as amended, 42 U.S.C. § 12132, and Federal Transit Law at 49 U.S.C.
§ 5332, Contractor or subcontractor agrees that it will not discriminate against any employee or applicant for
employment because of race, color, creed, national origin, sex, marital status age, or disability. In addition,
Contractor agrees to comply with applicable Federal implementing regulations and other implementing
requirements FTA may issue.

Equal Employment Opportunity. The following Equal Employment Opportunity requirements apply to this
Contract:

a. Race, Color, Creed, National Origin, Sex. In accordance with Title VII of the Civil Rights Act, as amended,
42 U.S.C. § 2000e, and Federal Transit Law at 49 U.S.C. § 5332, the Contractor agrees to comply with all
applicable Equal Employment Opportunity requirements of U.S. Dept. of Labor regulations, “Office of
Federal Contract Compliance Programs, Equal Employment Opportunity, Department of Labor, 41 CFR,
Parts 60 et seq., and with any applicable Federal statutes, executive orders, regulations, and Federal
policies that may in the future affect construction activities undertaken in the course of this Project.
Contractor agrees to take affirmative action to ensure that applicants are employed, and that employees
are treated during employment, without regard to their race, color, creed, national origin, sex, marital
status, or age. Such action shall include, but not be limited to, the following: employment, upgrading,
demotion or transfer, recruitment or recruitment advertising, layoff or termination, rates of pay or other
forms of compensation; and selection for training, including apprenticeship. In addition, Contractor
agrees to comply with any implementing requirements FTA may issue.

b. Age. In accordance with the Age Discrimination in Employment Act (ADEA) of 1967, as amended, 29
U.S.C. Sections 621 through 634, and Equal Employment Opportunity Commission (EEOC) implementing
regulations, “Age Discrimination in Employment Act”, 29 CFR Part 1625, prohibit employment
discrimination by Contractor against individuals on the basis of age, including present and prospective
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3)

4)

employees. In addition, Contractor agrees to comply with any implementing requirements FTA may
issue.

c. Disabilities. In accordance with Section 102 of the Americans with Disabilities Act of 1990, as amended
(ADA), 42 U.S.C. Sections 12101 et seq., prohibits discrimination against qualified individuals with
disabilities in programs, activities, and services, and imposes specific requirements on public and private
entities. Contractor agrees that it will comply with the requirements of the Equal Employment
Opportunity Commission (EEOC), “Regulations to Implement the Equal Employment Provisions of the
Americans with Disabilities Act,” 29 CFR, Part 1630, pertaining to employment of persons with
disabilities and with their responsibilities under Titles | through V of the ADA in employment, public
services, public accommodations, telecommunications, and other provisions.

d. Segregated Facilities. Contractor certifies that their company does not and will not maintain or provide
for their employees any segregated facilities at any of their establishments, and that they do not and will
not permit their employees to perform their services at any location under the Contractor’s control
where segregated facilities are maintained. As used in this certification the term “segregated facilities”
means any waiting rooms, work areas, restrooms and washrooms, restaurants and other eating areas,
parking lots, drinking fountains, recreation or entertainment areas, transportation, and housing facilities
provided for employees which are segregated by explicit directive or are in fact segregated on the basis
of race, color, religion or national origin because of habit, local custom, or otherwise. Contractor agrees
that a breach of this certification will be a violation of this Civil Rights clause.

Solicitations for Subcontracts, Including Procurements of Materials and Equipment. In all solicitations,
either by competitive bidding or negotiation, made by Contractor for work to be performed under a
subcontract, including procurements of materials or leases of equipment, each potential subcontractor or
supplier shall be notified by Contractor of Contractor's obligations under this Contract and the regulations
relative to non-discrimination on the grounds of race, color, creed, sex, disability, age or national origin.

Sanctions of Non-Compliance. In the event of Contractor's non-compliance with the non-discrimination
provisions of this Contract, Public Agency shall impose such Contract sanctions as it or the FTA may
determine to be appropriate, including, but not limited to: 1) Withholding of payments to Contractor under
the Contract until Contractor complies, and/or; 2) Cancellation, termination or suspension of the Contract, in
whole or in part.

Contractor agrees to include the requirements of this clause in each subcontract financed in whole or in part with Federal

assistance provided by FTA, modified only if necessary to identify the affected parties.

DISADVANTAGED BUSINESS PARTICIPATION

This Contract is subject to the requirements of Title 49, Code of Federal Regulations, Part 26, “Participation by

Disadvantaged Business Enterprises in Department of Transportation Financial Assistance Programs”, therefore, it is the

policy of the Department of Transportation (DOT) to ensure that Disadvantaged Business Enterprises (DBEs), as defined in

49 CFR Part 26, have an equal opportunity to receive and participate in the performance of DOT-assisted contracts.

1)

Non-Discrimination Assurances. Contractor or subcontractor shall not discriminate on the basis of race,
color, national origin, or sex in the performance of this Contract. Contractor shall carry out all
applicablerequirements of 49 CFR Part 26 in the award and administration of DOT-assisted contracts. Failure
by Contractor to carry out these requirements is a material breach of this Contract, which may result in the
termination of this Contract or other such remedy as public agency deems appropriate. Each subcontract
Contractor signs with a subcontractor must include the assurance in this paragraph. (See 49 CFR 26.13(b)).
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2)

3)

Prompt Payment. Contractor is required to pay each subcontractor performing Work under this prime
Contract for satisfactory performance of that work no later than thirty (30) days after Contractor’s receipt of
payment for that Work from public agency. In addition, Contractor is required to return any retainage
payments to those subcontractors within thirty (30) days after the subcontractor’s work related to this
Contract is satisfactorily completed and any liens have been secured. Any delay or postponement of
payment from the above time frames may occur only for good cause following written approval of public
agency. This clause applies to both DBE and non-DBE subcontractors. Contractor must promptly notify
public agency whenever a DBE subcontractor performing Work related to this Contract is terminated or fails
to complete its Work, and must make good faith efforts to engage another DBE subcontractor to perform at
least the same amount of work. Contractor may not terminate any DBE subcontractor and perform that
Work through its own forces, or those of an affiliate, without prior written consent of public agency.

DBE Program. In connection with the performance of this Contract, Contractor will cooperate with public
agency in meeting its commitments and goals to ensure that DBEs shall have the maximum practicable
opportunity to compete for subcontract work, regardless of whether a contract goal is set for this Contract.
Contractor agrees to use good faith efforts to carry out a policy in the award of its subcontracts, agent
agreements, and procurement contracts which will, to the fullest extent, utilize DBEs consistent with the
efficient performance of the Contract.

ENERGY CONSERVATION REQUIREMENTS

Contractor agrees to comply with mandatory standards and policies relating to energy efficiency which are contained in

the State energy conservation plans issued under the Energy Policy and Conservation Act, as amended, 42 U.S.C.
Sections 6321 et seq. and 41 CFR Part 301-10.

FEDERAL CHANGES

Contractor shall at all times comply with all applicable FTA regulations, policies, procedures and directives, including
without limitation those listed directly or by reference in the Contract between public agency and the FTA, as they may

be amended or promulgated from time to time during the term of this contract. Contractor’s failure to so comply shall

constitute a material breach of this Contract.

INCORPORATION OF FEDERAL TRANSIT ADMINISTRATION (FTA) TERMS

The provisions include, in part, certain Standard Terms and Conditions required by the U.S. Department of

Transportation (DOT), whether or not expressly set forth in the preceding Contract provisions. All contractual provisions
required by the DOT, as set forth in the most current FTA Circular 4220.1F, dated November 1, 2008, are hereby
incorporated by reference. Anything to the contrary herein notwithstanding, all FTA mandated terms shall be deemed

to control in the event of a conflict with other provisions contained in this Contract. Contractor agrees not to perform

any act, fail to perform any act, or refuse to comply with any public agency requests that would cause public agency to

be in violation of the FTA terms and conditions.

NO FEDERAL GOVERNMENT OBLIGATIONS TO THIRD PARTIES

Agency and Contractor acknowledge and agree that, absent the Federal Government’s express written consent and
notwithstanding any concurrence by the Federal Government in or approval of the solicitation or award of the

underlying Contract, the Federal Government is not a party to this Contract and shall not be subject to any obligations or

liabilities to agency, Contractor, or any other party (whether or not a party to that contract) pertaining to any matter

resulting from the underlying Contract.
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Contractor agrees to include the above clause in each subcontract financed in whole or in part with federal assistance
provided by the FTA. It is further agreed that the clause shall not be modified, except to identify the subcontractor who
will be subject to its provisions.

PROGRAM FRAUD AND FALSE OR FRAUDULENT STATEMENTS

Contractor acknowledges that the provisions of the Program Fraud Civil Remedies Act of 1986, as amended, 31 U.S.C. §§
3801 et seq. and U.S. DOT regulations, “Program Fraud Civil Remedies,” 49 CFR Part 31, apply to its actions pertaining to
this Contract. Upon execution of the underlying Contract, Contractor certifies or affirms the truthfulness and accuracy of
any statement it has made, it makes, it may make, or causes to me made, pertaining to the underlying Contract or the
FTA assisted project for which this Contract Work is being performed.

In addition to other penalties that may be applicable, Contractor further acknowledges that if it makes, or causes to be
made, a false, fictitious, or fraudulent claim, statement, submission, or certification, the Federal Government reserves the
right to impose the penalties of the Program Fraud Civil Remedies Act of 1986 on Contractor to the extent the Federal
Government deems appropriate.

Contractor also acknowledges that if it makes, or causes to me made, a false, fictitious, or fraudulent claim, statement,
submission, or certification to the Federal Government under a contract connected with a project that is financed in whole
or in part with Federal assistance originally awarded by FTA under the authority of 49 U.S.C. § 5307, the Government
reserves the right to impose the penalties of 18 U.S.C. § 1001 and 49 U.S.C. § 5307 (n)(1) on the Contractor, to the extent
the Federal Government deems appropriate.

Contractor agrees to include the above clauses in each subcontract financed in whole or in part with Federal assistance
provided by FTA. It is further agreed that the clauses shall not be modified, except to identify the subcontractor who will
be subject to the provisions.
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State Notice Addendum

The National Cooperative Purchasing Alliance (NCPA), on behalf of NCPA and its current and potential participants to
include all county, city, special district, local government, school district, private K-12 school, higher education
institution, state, tribal government, other government agency, healthcare organization, nonprofit organization and all
other Public Agencies located nationally in all fifty states, issues this Request for Proposal (RFP) to result in a national
contract.

For your reference, the links below include some, but not all, of the entities included in this proposal:

http://www.usa.gov/Agencies/State and Territories.shtml

https://www.usa.gov/local-governments









